IRAN-US CYBERATTACK: WHAT IS THE RISK?

American military actions against Iran have led to fears of retaliation and speculation about what form it might take. One possible avenue of retaliation is a cyberattack. How vulnerable to a foreign cyberattack is the country in general and Georgia Tech in particular? What factors would influence Iran’s or any other adversary’s decision to pursue that option?
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